
YOU ARE 
MOST LIKELY 

B E I N G
SCAMMED 

Scammers fabricate realistic credentials.  
Phone numbers and texts can 

 be spoofed to look like 
 legitimate numbers.  

Scammers are very believable!

NO GOVERNMENT AGENCY WILL ASK YOU TO WITHDRAW YOUR MONEY FOR “SAFE KEEPING”

NO GOVERNMENT AGENCY WILL HAVE YOU DEPOSIT MONEY INTO A CRYPTOCURRENCY ATM

EMPLOYEE WILL 
TELL YOU TO LIE 
TO YOUR BANK 
TO GET MONEY!

YOU ARE BEING 
SCAMMED

Scammers use scare tactics and pressure to get 
your money. They will make the situation urgent, 

preying on your emotions and fear.

Were you told  

you won a prize from 

 Publisher’s Clearing House,   

or the lottery?

Did you receive 
an unsolicited 
invitation to 

invest?

Did you get a pop-up  
telling you “your  

computer has been  
frozen or locked”?

Are you on  
the phone?  
Were you told to 
keep your phone 

on speaker? 

WE CAN HELP

Did Microsoft, Geek Squad,  

etc. connect you to someone 

at your “bank”? 

Are you in an online 
relationship and they’re 

promising to meet you and 
they’re asking for money?

Were you told you have a warrant  
and will be arrested if you don’t pay  

a fine or a fee?

NO 
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